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FBI Active Shooter Training - Coming this Summer to NC InfraGard

When law enforcement arrives:

® Remain calm and follow instructions

® Drop items in your hands (i.e., bags, jackets)
® Raise hands and spread fingers

® Keep hands visible at all times

® Avoid quick movements toward officers,
such as holding on to them for safety

® Avoid pointing, screaming or yelling

* Do not ask questions when evacuating
Information to provide to 911 operators:
* Location of the active shooter

* Number of shooters

* Physical description of shooters

* Number and type of weapons shooter has

* Number of potential victims at location

For questions or additional assistance contact:

Your local FBI Office:

FBI Headquarters National Press Office: (202) 324-3691

Federal Bureau of Investigation
935 Pennsylvania Avenue, N
Washington, DC 20535

U.S. Department of Justice
Federal Bureau of Investigation

ACTIVE
SHOOTER EVENT

QUICK REFERENCE GUIDE

An active shooter is an individual actively
engaged in killing or attempting to kill
people in a confined and populated area,
typically through the use of firearms.

» Victims are selected at random
» Event is unpredictable and evolves quickly
» Knowing what to do can save lives
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ACTIVE SHOOTER EVENTS s Fi

When an Active Shooter is in your vicinity,
you must be prepared both mentally an
physically to deal with the situation.

You have three options:

* Have an escape route and plan in mind
* Leave your belongings behind

* Evacuate reFardIess of whether others
agree to follow

* Help others escape, if possible
« Do not attempt to move the wounded

* Prevent others from entering an area
where the active shooter may be

o Keep your hands visible
» (all 911 when you are safe

* Hide in an area out of the shooter’s view
* Lock door or block entry to your hiding place

* Silence your cell phone (including vibrate
mode) and remain quiet

* Fight as a last resort and only when your
life is in imminent danger

* Attempt to incapacitate the shooter

= Act with as much physical aggression as
possible

* Improvise weapons or throw items at the
active shooter

* Commit to your actions. . .your life
depends on it

The first officers to arrive on scene will not
stop to help the injured. Expect rescue
teams to follow initial officers. These rescue
teams will treat and remove the injured.

Once you have reached a safe location, you
will likely be held in that area by law
enforcement until the situation is under
control, and all witnesses have been
identified and questioned. Do not leave the
area until law enforcement authorities have
instructed you to do so.
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Cyber Fire Sale

A Fire Sale is essentially the selling of goods or assets at heavily discounted prices, goods that
were damaged by fire. Today it might also refer to any sale where the seller is in financial
distress. In the context of the financial markets, fire sale to some in my sector refers to
securities that are trading well below their intrinsic value, such as during prolonged bear
markets. In the cyber world a Fire Sale is believed to be an all-out attack on our nation's
computer infrastructure.

Some perceive a cyber Fire Sale would be a three-stage systematic attack:

Stage 1 is first attacking transportation, railroad and airport infrastructure technology.
Stage 2 is disrupting the financial system infrastructure technology.

Stage 3 the final stage is disabling public utility systems such as electricity, gas lines,
telecommunications and satellite systems.

Others speculate a cyber attack might be impulsive and unstructured against any and all
computer-based systems. Structured or unstructured the hacker’s objective is to tear down the
modern day life of America.

Congress has repeatedly tried and failed to pass legislation that would encourage private
companies to share information about cyber security threats with the U.S. government. Around
six or seven years ago the Defense Industrial Base Cybersecurity and Information Assurance
(DIBCIA) began working on a program to establish a voluntary partnership between defense
contractors and the government, aimed at sharing information on cyber threats. Later the
Department of Defense (DoD) began working with the Department of Homeland Security (DHS) to
develop similar programs that would allow the private sector responsible for maintaining critical
infrastructure the ability to share information about cyber threats with one another.

Now fast forward, today. Protecting critical infrastructure simply put is InfraGard’s mission. And
under FBI leadership the number of InfraGard chapters are growing and each alliance
membership is expanding. As InfraGard members our obligation is to connect and share
information across the 16 critical infrastructures. Uniting as InfraGard members together we can
defend against tomorrows advanced cyber threats.

| hope to see you at the FBI’s Southeastern Region Atlanta Field Office on September 17" and
18" for the Information Sharing Initiative.

Mike Hillier
Sector Chief, Financial Services
North Carolina - Charlotte Members Alliance
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SUICIDE PREVENTION

These are your Facebook friends
These are your Facebook friends:” who have thought about suicide
in the past year:

Py
*Based on 240 friends
In any one year, 6% of people aged 18-29 have suicidal thoughts

What can YOU do to make sure your friends are alright?
¢ Talk to them and express your concern.

e Listen, offer your support, and take them seriously.
* Encourage them to get the help they need.

e Don’t stay silent; consult others, such as an RA, a respected
teacher or student health services.

¢ Don’t be afraid to bring up the topic; ask if they’ve ever
thought about suicide. They’ll be relieved to know you care.

* Know the warning signs. Visit www.suicidology.org/

If you or someone you know is in crisis, call the National
Suicide Prevention Lifeline at 1-800-273-TALK (8255).
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AMERICAN ASSOCIATION
OF
SUICIDOLOGY




Charlotte Chapter Meeting

Date/Time: Wednesday, July 16 from 1-4 pm Charlotte Cyber Camp
Location: Microsoft, 8055 Microsoft Way, Date: August 4-8

Charlotte, NC. Location: Microsoft
Register at www.ncinfragard.org :

Eastern Carolina Chapter Meeting Charlotte Chapter Meeting
Date/Time: Wednesday, August 20t from 1-4 pm Date/Time: Wednesday, September 17th from 1-4pm
Location: Cisco, #5, 1025 Kit Creek Rd, Location: Microsoft, 8050 Microsoft Way,
Morrisville, NC. Charlotte, NC.
Register at www.ncinfragard.org Register at www.ncinfragard.org

SA James Granozio
InfraGard Coordinator
7915 Microsoft Way
Charlotte, NC 28273
704-672-6351

james.granozio®@ic.fbi.gov

EASTERN CAROLINA CHARLOTTE

InfraGard Helpdesk/Tech
Support
(877)861-6298
infragardteam®@leo.gov

Board Members: Board Members:
David Matusiak, President Gary Gardner, President
Tim Brown/Sandy Bacik, Vice Presidents Sarah Stevens/Theresa Payton/Cindy

Green-Ortiz, Vice Presidents
Jim Duncan, Secretary

John Muth, Secretary
John McShane, Treasurer

Walker Johnson, Treasurer
Donald Elsner, Outreach Education Officer
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Stephanie Schumacher, LinkedIn Coordinator
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